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1
Introduction

This summary reports on the normative specification progress accomplished during the course of the TRAPI work item [1]. A new specification was developed in 3GPP TS.26.347 [2].  
2
Description
TS26.347[7] as developed during this work item defines APIs to allow the development of MBMS-aware applications (MAA) that leverage the functionality provided by an MBMS Client in the UE to access 3GPP MBMS User services as defined in TS 26.346[3]. The purpose of this new specification is the definition of enablers in order to simplify the usage of MBMS in web-centric as well as app-based service environments. TS26.347 defines several APIs to access MBMS User Services and a URL scheme to access resources available as part of an MBMS User Service. 
MBMS Application Programming Interfaces (MBMS-APIs) were introduced primarily for developers of web and user applications with the objective of abstracting complex MBMS procedures by the use of simple methods and interfaces. MBMS client vendors can implement the service APIs to simplify the integration of third party MBMS-aware applications with MBMS User Services as shown in Figure 1.  
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Figure 1: End-to-end Architecture for Application Service Providers using eMBMS for Delivery

Figure 1 shows a general service architecture including a reference client. The content provider provides media formats to a BM-SC, typically through the xMB interface and initiates services and sessions through the xMB interface. The BM-SC establishes MBMS User Services and the lower layers support the delivery of the data through regular 3GPP unicast as well as MBMS broadcast bearers.  The MAA initiates the communication with the MBMS client using the MBMS-API. The MBMS client identifies the relevant services and provides access to the data of the requested broadcast service to the MAA. The media formats typically conform to well-defined media delivery formats provided through existing interfaces such as HTTP or IP sockets. The MAA controls the media client. 
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Figure 2 TRAPI Architecture
The MBMS-Aware Application (MAA) queries the MBMS client to provide a list of services associated with a type and an application. Based on the list of available services, the MAA uses the APIs to initiate the service. The MBMS client provides the service acting as a server or router for the media service. The MAA can control the service consumption through control APIs, for example to stop the service and possibly switch to a different one. The media client is basically unaware that the content is delivered over MBMS which enables reuse of existing media clients.
In addition, TS 26.347 now also defines a URL scheme for MBMS User services. The URL handling is designed to refer to a single resource, just like HTTP (or FTP), and hence can be used in the myriad places that resources are referred to by URLs. Indeed the ’threads’ of the world-wide web are the URL pointers that link resources together. 

Using MBMS URLs in the formats that reference resources by URLs enables services using those formats to use MBMS delivery of resources. Many of those services also use ‘fallback lists’, where the origin format (for example, the <video> element in HTML) embeds a series of alternatives, giving, for each, a URL pointer and some information (MIME type, codecs used, and so on) about the resource at that location. Platforms not supporting the resource type, or URL type, of an alternative would skip past it, moving down the fallback list. This could, for example, enable a content distributor to offer high bitrate, high quality, content via MBMS, and a lower-quality, lower bitrate fallback over HTTP, in a backwards-compatible way. 
Note that the TRAPI framework is not applicable when the MBMS bearer services are used according to the principles defined within the framework of GCSE.  In the particular case of GCSE, the BM-SC does not initiate any unicast communication to any entity in the UE. Work on Mission Critical applications or based on the  GCSE architecture is handled via a different study item [4] and will be covered in a different specification (TR 23.792).
3
References

[1] Tdoc SP-150851, “New work item on “MBMS Transport Protocol and APIs” 

[2] 3GPP TS 26.347, “Multimedia Broadcast/Multicast Service (MBMS); Application Programming Interface and URL”
[3] 3GPP TS 26.346,  “Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs” 
[4] Tdoc SP-170598, “Study on MBMS APIs for Mission Critical Services”  

� Thomas Stockhammer, Qualcomm Incorporated


� Imed Bouazizi, Samsung Electronics Co., Ltd





3 / 3

